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The new federal stimulus bill, “ARRA1,” includes the HITECH Act2, which contains, among other things, an expansion of HIPAA privacy law requirements for health care providers. The HIPAA provisions go into effect on a rolling schedule over the next several years, and further guidance for compliance will be forthcoming over that time period. Since much is still unknown, hospitals and other health care providers may wish to go about tackling the technical maze of new requirements (and avoiding HIPAA-steria) with an equally graduated, and systematic approach to enforcement. This Alert will focus on the breach notification provision, which is scheduled to go live in September of 2009.

General Rule. Under HITECH, any hospital or other covered entity which maintains protected health information (PHI) must notify the patient in the event of a breach of the data. Importantly, this provision only applies to data which is “unsecured;” if a breach of “secured” data occurs, no notification is required.

What is a Breach? A breach is the unauthorized access, use or disclosure of PHI which compromises the security or privacy of the information. There are, however, some important exceptions. For example, a disclosure may not be a breach requiring notification if you would not expect the person to whom the information was disclosed to remember it. This could cover a misdirected fax, depending upon the procedures followed. Also, if an employee acting in good faith, within the scope of his/her job duties, improperly accesses a record, as in the case of inadvertent or accidental access, this is not reportable so long as there is no further disclosure.

What makes data “secure?” Per DHHS’ April 27th guidance, electronic data is “secure” if encrypted as further specified in the HIPAA Security Rule and in guidelines promulgated by the National Institute of Standards of Technology and available at http://www.csrc.nist.gov/. The encryption method should use a process which transforms data into a form “in which there is a low probability of assigning meaning without the use of a confidential key or process.” As for hard copy records, per the guidance that hard copy PHI is only “secure” if destroyed in a manner which makes it unreadable.

Form/Timing of Notification. Notification must be made in writing, by mail or e-mail if that is the patient’s preference. The notification must be made within 60 days of discovery of the breach. If the breach involves disclosure of PHI of 500 or more people, notification also must be made to the media and to DHHS, and the incident will be posted on a DHHS public website.

---

1 American Recovery and Reinvestment Act of 2009
2 Health Information Technology for Economic and Clinical Health Act
Further Guidance to Come/Start Date. On or before August 16, 2009, DHHS is to publish final interim rules on breach notification. In its April guidance, DHHS asked for public comments, and the final interim rules are expected to address industry comments and concerns. These rules will then apply to breaches occurring 30 days after the publication of the rules, or no later than September 15, 2009.

Next Steps. Hospital and other health care providers should consult with their health care professional to flesh out a plan for HITECH compliance. Some things to consider in making your plan include:

• Review of Business Associate agreements to ensure that BA’s are required to give timely notice of breaches to allow for your compliance with HITECH’s 60 day deadline for notification.
• Review of most common breach circumstances and reportability; does every misdirected fax require a breach notification? This must be thoroughly analyzed and a policy created to supplement your existing HIPAA compliance program. Policies should be worded broadly enough to allow for analysis of each individual situation.
• Education. While staff may be aware of the need for privacy of PHI, these new requirements, along with HITECH’s substantially increased financial penalties, put a much greater emphasis on the importance of maintaining confidentiality on a day to day basis.

The Future. At the American Health Lawyers Annual Meeting in early July, a representative from the OCR addressed the agency’s enforcement philosophy, saying, “I love the word reasonable,” when asked about the new HIPAA provisions. The commitment to this philosophy will be borne out in the coming months and years.
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